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~o. of Copies rec'd
lIst ABCDE ~----

Name of company covered by this certification: Perry-Spencer RTC Inc. (d/b/a PSC) and
Perry-S~encer Communications Inc. (d/b/a PSC)

Form 499 Filer ID: 8053,20 and 818a46

Name of Signatory: James M. Dauby

Title of Signatory: President/CEO

I, James M. D.Quby, certify that I am'an officer of the companies named above, and acting
as al'l ag~t of the companies, that I ITave personal knowledge that the companies have
establishea operating procedures th",+ are adequate to enSl:lre compliance with the
Commission's'CPNlruJes. 5ee47 C.F:,R. § 64.2001 etseq.

Att.ached to this cel':tifieq.tion is an accQmpanying statement e><plaining how the companies'
procedttr~ ef:i$ure that the companies are in compliance With the requirements set forth in
section 64.20(!)!1 ef seq. of the Commission's rules. '

The ~pmp'pnies have not t.ciken any actJions (proeeedings instituted or petitions filed by a
¢P-tn~an)! tit ¢ilfIher ~Jtate c'P.tnJ1:lissiohs,::tthe court -system, or at the Commission against data
~br'O~e~itaaQjetst'd:atQ ordkehS in the p:gst year. The complll'!lies do not have any Information
'to I'l~P~Ofif witli\ r,~p.ect to the pro'ces~¢s pret,ex:ters ate Llsing to attempt to access CPNI,
Qt:I~r:WhQjt',step.s GOlnpariies are toking tP protect CPNI.

'J1ire comppnies have not r,eceived an¥ Gl.lstomer complaints in the post year concerning the
.uhaaithoN';z.e.d -p.:i:;)etlSeof a~N[ (f1Jjl:nbe:~ fi)if ct/stomer cOlT.lp:lc;litits a company has received
,relq~d il~ lIngg,tho..ri.2e_d a'eeess tlO CP-Nj[, 01" l:lt:rallif'hQri'ied disclosLlre of ePNI, broken down
.by eAte.9"Qry or :~mplpit:l:t, ,e.f!,., il1stC!n'~~~ Qf improper aCQ'ess by em.ployees, instan'ces of
impfloper dise,I,Q'Sf4pe tq. individuals nofauthorized to recei~e the information, or instances of
improper aetless'fo onlineinforma;f:ioni;by individuals not authorized 'flo view the information).
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c
Stat..ement of ;'explanati,on,: CPWI Compliance

The operating procedures of Perr:y~Spencer Rur~1 Telephone Cooperative, Inc.
(d/a/a PSC) and of Perry-Sp.encer Communications (d/b/a PSC) are designed to
ensure compliance with the OPNI rules Qpplicable to them (including the new CPNI
rules effective Decemser 8,2007.). Such compliance prooedures are as follows:

• PSC has designated a CPN~ compliance officer Qnd a backup compliance
officer for the¢ompany. ~5C maintains CPNI files, including the tracking of
all customer cornplcdnts fo~ Qne year, tracking of CPN[ breaches for two
years, and all Opt~aut oustomers. The comp.liance officer reviews and
approves all marketing andi!sa'ies campaigns and stores copies in the CPNI
file. The compliAhC"e officer sllpervises and trains all company employe'es
with access to CPNI. '

• PSC trains alld oertifies all, company employees with access to CPNI
regaf,1(/itrg ,ClPNI requiremeMs.

• P-SC ot:ll~ shar,es ~,all detail ,~ecords feD'R's) by mailing the CDR to the
cusfoltTe",s' address of reGord (of at least 3,(;) days) or in person after
c::o.nfirfidng the customer's identity with a valid, gDvernment-issued ID. PSC
authenticates all custOn\el:l~ to discuss any non~CDR details on their
accounts.

• PSC uses an Opt",Out Clpprq,aeh to target market products and services
outside fhe exis¢ing cus:to!i1er relafianship. PSC sends opt~out notices to all
customers every'two y..ears: PSC alsa sends opt~out notices to all new

, u

(ll;lst9mers. Q,pt"\Out sf.Q.'twS:'is 'ct~prJy ,shown ,0.111 the oustomers' accounts.
• l?~C b:d~ \g..pr,o~ets in p;lQjJ,e io r.rotif,¥ G.liJstQt\1er.-s pf QCCQUht changes (address

elfi'QtJS~s, 'e1f.c.). ,~~ 'hJ~i,I~- a'~er.I~P'ic J~t"f.er to'Those Gustomers within 48
Ilnu.IJ$' r.~}U~~.ing ig~~Jtq~ge '~~J"I9 ~tnlil!de to theh:t a.ecounT.

• l?~C Wfl1l~O;ti1fy I~W et:'fmrce~et:ld' ''f~~ f-iSI Qrt.cl the Ur.li'fied States Secret
$.er~il3e~, Wiffihfn ,e~eh bl;lsitles,$ d(i(ys Qfl!ter 'a ·l:Jreacih occurs. After the seven
(t~¥s ~.qitllili:p;erl~d fQr law:;~"'fb'rGenrent notifiaation, PSC will notify the
G~~4\Qmer of. ~any :~PMlI .bne~l(~h.

• P:~C fun$. es:t:tibiis,~ed dfScip.I~tl.Q~Y :pPQ..ti1eflur¢s fQPe:mpl'oyee violations of CPNI
r~le"Sl Wh~¢l1ngr i'r:af!lent(dl1lil! or. i;Jrii'nili'¢ntiptlal.

• ~~C WiH t~k~ r:ne~\!l"~~: ta dt~~(1~~f' ~t:'!d pr,oteJ;.f (l,90ios1' pre.texting and
t:fftt.tlultib6:/ij!~' d~lb'S'tlrt..~s lof ~ldR~t. P~Crecet9"'i~es 'lihey have a 'general duty'
ta prat~~e* (~P.N:r and wr/l t~~te In:eoS'l:Jre$ to pro,t¢ct their customers' CPNI.

• p~C ·wOI ,r~(~ Qt:la~nlil.QJ Q~rtjf,ltqif'to.n andst,Qit~lIle.nt af OPNI c'ompJiance by
~at'i31l1 t~f :eac3h ~~l'.



800 RESPONSE INFORMATION SERVICES LLC

February 22, 2008

Ms. Marlene H. Dortch
Office of the Secretary
Federal Communications Commission
445 12th Street SW
Suite TW-A325
Washington, D.C. 20554

Re: EB Docket No. 06-36
Annual CPNI Certification for Year 2007

Dear Ms. Dortch:

Received &Inspected

MAR 032008

FCC Mail Room

Enclosed for filing pursuant to 47 CFR 64.2009(e), please find 800 Response Information
Service LLC's annual CPNI certification and statement for the calendar year 2007.

Please feel free to contact me if you have any questions.

Sincerely,

~
Linda Young
Vice President, Operations

Enclosure

CC: Federal Communications Commission (two copies)
Enforcement Bureau
Telecommunications Consumers Division
445 12th Street, SW
Washington, D.C. 20554

Best Copy and Printing, Inc. (one copy)
445 12th Street, SW
Suite CY-B402
Washington, DC 20554 No. of Copies rac'd 0

listABCDE

Telecom Plaza' 200 Church Street· Burlington, Vermont 05401
Telephone 802.860.0378 • Facsimile 802.860.0395



Annual 47 C.F.R. § 64.2009(e) CPNI Certification

ED Docket 06-J6

Annual 64.2009(e) CPNI Certificat~on for 2007

Date filed: February 22,2008

Name of company covered by this certification: 800 Response Information Services LLC

Form 499 Filer ID:

Name of signatory: Linda Young

Title of signatory: Vice President of Operations

I, Linda Young, certify that I am an officer of the company named above, and acting as
an agent of the company, that I have personal knowledge that the company has
established operating procedures th~t are adequate to ensure compliance with the
Commission's CPNI rules. See 47 C.F.R. § 64.2001 et seq.

Attached to this certification is an accompanying statement explaining how the
company's procedures ensure that t~e company is in compliance with the requirements
set forth in section 64.2001 et seq. of the Commission's rules.

The company has not taken any actions (proceedings instituted or petitions filed by a
company at either state commission~, the court system, or at the Commission against data
brokers) against data brokers in the past year. Companies must report on any information
that they have with respect to the prpcesses pretexters are using to attempt to access
CPNI, and what steps companies are taking to protect CPNI. If affirmative: NA.

<.

"The company has not received any qustomer complaints in the past year concerning the
unauthorized release of CPNI (number of customer complaints a company has received
related to unauthorized access to CPNI, or unauthorized disclosure of CPNI, broken

1<

down by category or complaint, e.g. l
; instances of improper access by employees,

instances of improper disclosure to ~ndividuals not authorized to receive the information,
or instances of improper access to ol1line information by individuals not authorized to
view the information). If affirmative:: A



CPNI .Compliance Statement

r--

800 Response lnformation Services LLC

!

800 Resptse Information Services LLC (800 Response) has the following safeguards in
place to e sure that it is in compliance with Part 64 of Title 47 of the Code of Federal
Regulatio .s, Subpart U - Customer Proprietary Network Information (CPNI), § 64.2001
et seq. !

ComplianJe Officer
i
i

800 Resp~~se has appointed a CPNI Compliance Officer. The Officer is responsible for
ensuring l~t the Company is in compliance with all CPNI rules. The Officer also
communiqates with the company's attorney regarding CPNI compliance matters. The
Complian4e Officer and/or the company's attorney is point of contact for anyone with
questions ~bout CPNI.

Employee iTraining

The Comp~ianceOfficer arranges for training of all employees. The training includes but
is not limited to, the general safeguarding requirements for CPNI, when employees are
and are not authorized to use CPNI, and the authentication methods 800 Response uses
when disclosing CPNI to its customers. The detail of the training differs on whether the
employee~as access to CPNI.

Employees are trained that if they ever have any questions about the use of CPNI, or if
they are atare of CPNI being used improperly by anyone, they should contact the
Complian~eOfficer or the company's attorney immediately.

DisciplinatY Process
!

The comp,lany has established a disCiplinary process for improper use of CPNI. Any
unauthori ed use, sale or other disclosure ofCPNI by any employee would subject the
employee 0 disciplinary action, up ~o and including dismissal.

I ,

Customer 1'\uthentication
,

800 Respobse does not disclose anyCPNI to a customer based upon customer-initiated
contact until the customer has been l;tuthenticated as follows:

i

In-Office !iSit - Customers have not historically visited 800 Response's office. Should
such a visi~ occur, the customer wo~ld be required to provide a valid photo ID matching
the custo~er's account information '

Customer-~nitiated Call- All of 800 Response's customers are business customers.
AcCording~y, 800 Response uses th~!business customer exception in dealing with

1
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customer-initiated calls. 800 Response's service contracts protect the customer's CPNI
by, among other things, designating,and identifying specific individuals within the
customer's organization who may act on the customer's behalf. Further, 800 Response's
customers have dedicated account representatives whose interactions with the customer
may involve CPNI. Otherwise, 800 Response will only disclose CPNI by sending it to
the customer's address of record, or by calling the customer at the telephone number of
record. If the customer is able to provide CPNI to 800 Response during a customer­
initiated call without 800 Response~s assistance, then 800 Response may discuss such
CPNI as provided by the customer.

On-Line Access - All on-line customer access to their CPNI is password protected.

Marketing Campaigns

800 Response and its affiliates do not use customer CPNI to market its services.

If 800 Response should decide to utilize CPNI in marketing campaigns, such campaigns
would be limited to the marketing of enhanced service offerings to its inter-exchange
services (provided that the customer already subscribes to the inter-exchange services).
Should 800 Response engage in such marketing, supervisory approval would be required
for all such outbound marketing plans and records of any such marketing campaigns that
utilize customers' CPNI would be maintained for a minimum of one year.

Customer Request for Approval to l!Jse CPNI

800 Response does not sell, rent or otherwise disclose customers' CPNI to other entities.
Nor does 800 Response or its affiliates use CPNI for any purpose other than to provide
contracted for services to its custol.l'i~rs. Accordingly, 800 Response does not seek either
opt-in or opt-out approval to use, se~l, rent or otherwise disclose a customer's CPNI.

Disclosure ofCPNI to 800 Respons~'s Affiliates
,.

If a customer subscribes to and signs a service contract with both 800 Response and 800_ II

Response:s affiliate for inter-exchmlge services which are provided by 800 Response and
related enb.anced services to the int~r-exchange services which are provided by such
affiliate, 800 Response discloses SU9h customer's CPNI to the affiliate for the purpose of
providing such contracted for serviC,es to the customer.

Disclosure of CPNI to Customer's Agent at Customer's Request

When specifically requested in writ~ng and signed by an authorized representative of a
customer, 800 Response provides such customer's CPNI to an authorized agent of the
customer, all as directed by the custbmer.

2
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Security Breach of CPNl

The requirements under 47 C.F.R. § 64.2011 Notification ofcustomer proprietary
network information security breaches will be followed should a breach of its customers'
CPNloccur. No breach occurred in 2007.

Customer Complaints Regarding CPNI

No customer complaints regarding the unauthorized release of CPNI were received in
2097
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